
CHAPTER 10

THE REVENUE CYCLE:  

SALES AND CASH COLLECTIONS

INTRODUCTION

· Questions to be addressed in this chapter include:

· What are the basic business activities and data processing operations that are performed in the revenue cycle?

· What decisions need to be made in the revenue cycle, and what information is needed to make these decisions?

· What are the major threats in the revenue cycle and the controls related to those threats?

· The revenue cycle is a recurring set of business activities and related information processing operations associated with providing goods and services to customers and collecting their cash payments.  The primary external exchange of information is with customers.

· Information about revenue cycle activities flows to other accounting cycles.  For example, the expenditure and production cycles receive information on sales volume so they’ll know when to buy or make more products.  The human resources/payroll cycle uses sales information to calculate commissions and bonuses.  The general ledger and reporting function prepares financial statements and performance reports from the information.

· The primary objective of the revenue cycle is to provide the right product in the right place at the right time for the right price.  

· In this chapter, we’ll look at how the three basic AIS functions are carried out in the revenue cycle, i.e.capturing and processing data; storing and organizing the data for decisions; and providing controls to safeguard resources (including data).

REVENUE CYCLE BUSINESS ACTIVITIES

· Four basic business activities are performed in the revenue cycle:  sales order entry, shipping, billing, and cash collection.

SALES ORDER ENTRY

· Sales order entry is performed by the sales order department.  The sales order department typically reports to the VP of Marketing.  Steps in the sales order entry process include: take the customer’s order; check the customer’s credit; check inventory availability; and respond to customer inquiries.

· Take Customer Order:  In taking customer orders, order data are received on a sales order document which may be completed and received in the store, by mail, by phone, on a website, or by a salesperson in the field.  The sales order (paper or electronic) indicates item numbers ordered, quantities, prices, and salesperson.  To reduce human error, customers should enter data themselves as much as possible.

· IT can improve efficiency and effectiveness by routing online orders directly to the warehouse for picking and shipping; using sales history to customize solicitations; offering choiceboards to customize orders; using electronic data interchange (EDI) to link a company directly with its customers or manage the customer’s inventory; using email and instant messaging to notify sales staff of price changes and promotions; and equipping sales staff with laptops and handheld devices to provide presentations, prices, marketing and technical data, etc.

· One objective of the AIS is to ensure the accuracy and reliability of the data collected.  Edit checks to be performed include validity checks on the customer account and inventory item numbers; completeness check to make sure all needed information was collected; and reasonableness tests comparing the quantity ordered to past history.

· Check Customer Credit:  Credit sales should be approved before the order is processed any further.  There are two types of credit authorization:  general authorization for existing customers that are not over their credit limit and do not have past-due balances; and specific authorization for all others.  IT can improve the process through automatic checking of credit limits and balances and emails or IMs to the credit manager for accounts needing specific authorization.

· Check Inventory Availability:  This step involves ensuring there is sufficient inventory to fill the order and advising the customer of the delivery date.  If there are enough units to fill the order, the sales order is completed, the quantity available field is updated in the inventory file, and the shipping, inventory, and billing departments are notified of the sale.  An acknowledgment is also sent to the customer.  If there’s not enough to fill the order, a back order is initiated.  Accurate inventory records are needed so customers can be correctly advised of their order status.

· Respond To Customer Inquiries:  This activity may occur before or after the order is placed, and the quality of this customer service can be critical to company success.  Many companies use Customer Relationship Management (CRM) systems to support this process.  CRMs should be seen as tools to improve the level of customer service, encourage loyalty, and retain customers—not as a way to keep them off your back.

· Transaction processing technology can be used to improve customer relationships.  POS systems can link to the customer master file to automatically update accounts receivable, print customized coupons, etc.

· IT should be used to automate responses to routine customer requests, e.g., phone menus, automatic account balance or order status info, FAQs, and online chat options.  These methods free up customer service reps to deal with less routine issues.

SHIPPING

· The second basic activity in the revenue cycle is filling customer orders and shipping the desired merchandise.  Consists of two steps:  picking and packing the order; and shipping the order.  The warehouse department typically picks the order.  The shipping department packs and ships the order.  Both functions include custody of inventory and ultimately report to the VP of Manufacturing.

· Picking And Packing:  A picking ticket is printed by sales order entry and triggers the pick-and-pack process.  The picking ticket identifies which products to pick and how many of each.  Warehouse workers record the quantities picked on the picking ticket, which may be a paper or electronic document.  The picked inventory is then transferred to the shipping department.  Technology such as bar-code scanners, conveyer belts, wireless devices, and RFID tags can speed the movement of inventory and improve the accuracy of perpetual inventory records.

· Shipping:  The shipping department compares the following quantities: physical count of inventory; quantities indicated on picking ticket; and quantities on sales order.  Discrepancies can arise if items weren’t stored in the location indicated or perpetual inventory records were inaccurate.  If there are discrepancies, a back order is initiated.

· The clerk then records online the sales order number, the item numbers ordered, and the quantities shipped.  This activity updates the quantity-on-hand field in the inventory master file, produces a packing slip, and produces multiple copies of the bill of lading.
· The shipment is accompanied by the packing slip, a copy of the bill of lading, and the freight bill.  One copy of the bill of lading is kept in shipping to track and confirm delivery; one is sent to billing to trigger an invoice; and one is retained by the freight carrier.

· A major shipping decision is the choice of delivery methods.  Some companies maintain a fleet of trucks; but companies increasingly outsource to commercial carriers (reduces costs and allows company to focus on core business).  Selecting the best carrier means collecting and monitoring carrier performance data for on-time delivery and condition of merchandise delivered.

· Another decision relates to the location of distribution centers.  Many customers want suppliers to deliver products only when needed.  Logistical software tools can help identify optimal locations to minimize amount of inventory carried, meet customers’ needs, and optimize the use of delivery vehicles on a day-to-day basis.

· Globalization makes outbound logistics more complex.  Distribution methods differ around the world in terms of efficiency and effectiveness.  Country-specific taxes and regulations affect distribution choices.  Logistical software can also help with these issues.

· Advanced communications systems can provide real-time info on shipping status and thus add value.  If you know a shipment will be late and notify the customer, it helps the customer adapt.

BILLING

· The third revenue cycle activity is billing customers.  Involves two tasks:  invoicing and updating accounts receivable.

· Invoicing:  Accurate and timely billing is crucial.  Billing is an information-processing activity that repackages and summarizes information from the sales order entry and shipping activities.  Requires information from the Shipping Department on items and quantities shipped and from Sales on prices and other sales terms.  The basic document created is the sales invoice.  Invoices may be sent/received in paper form or by EDI.  When buyer and seller have accurate online systems the invoicing process may be skipped.  An integrated AIS may also merge the billing process with sales and marketing by using data about a customer’s past purchases to send information about related products and services with the monthly statement.

· Updating Accounts Receivable:  The accounts receivable function reports to the controller.  This function performs two basic tasks: debits customer accounts for the amount the customer is invoiced; and credits customer accounts for the amount of customer payments

· Two basic ways to maintain accounts receivable are the open-invoice method and the balance-forward method.  Under the open-invoice method, customers pay according to each invoice.  Under the balance-forward method, customers pay according to the amount on their monthly statement, rather than by invoice.

· Cycle billing is commonly used with the balance-forward method.  With cycle billing, monthly statements are prepared for subsets of customers at different times.  Produces more even cash flow, more even workload, and doesn’t tie up the computer for several days to print statements

· Image processing can improve the efficiency and effectiveness of managing customer accounts.  Digital images of customer remittances and accounts are stored electronically.  Provides for fast, easy retrieval, rapid transmission of documents, and drastic reductions in storage space.

· Adjustments to customer accounts may need to be made for returns, allowances for damaged goods, and write-offs of uncollectibles.  These adjustments are handled by the credit manager.

CASH COLLECTIONS

· The final activity in the revenue cycle is collecting cash from customers.  The cashier, who reports to the treasurer, handles customer remittances and deposits them in the bank.  Because cash and checks are highly vulnerable, controls should be in place to discourage theft.  Accounts receivable personnel should not have access to cash (including checks).

· Possible approaches to collecting cash include turnaround documents that are forwarded to accounts receivable; lockbox arrangements; electronic lockboxes; electronic funds transfer; financial electronic data interchange (FEDI); accepting credit cards or procurement cards from customers; and electronic bill payment.

CONTROL OBJECTIVES, THREATS, AND PROCEDURES

· In the revenue cycle (or any cycle), a well-designed AIS should provide adequate controls to ensure that the following objectives are met: (1) all transactions are properly authorized; (2) all recorded transactions are valid; (3) all valid and authorized transactions are recorded; (4) all transactions are recorded accurately; (5) assets are safeguarded from loss or theft; (6) business activities are performed efficiently and effectively; (7) the company is in compliance with all applicable laws and regulations; and (8) all disclosures are full and fair.

· There are several actions a company can take with respect to any cycle to reduce threats of errors or irregularities.  These include: (1) using simple, easy-to-complete documents with clear instructions (enhances accuracy and reliability); (2) using appropriate application controls, such as validity checks and field checks (enhances accuracy and reliability); (3) providing space on forms to record who completed and who reviewed the form (encourages proper authorizations and accountability); (4) pre-numbering documents (encourages recording of valid and only valid transactions); and (5) restricting access to blank documents (reduces risk of unauthorized transaction).

THREATS IN SALES ORDER ENTRY

· The primary objectives of this process:

· Accurately and efficiently process customer orders.

· Ensure that all sales are legitimate and that the company gets paid for all sales.

· Minimize revenue loss arising from poor inventory management.

· Threat No. 1—Incomplete or inaccurate customer orders

· Causes inefficiencies and customer dissatisfaction.

· Controls include:  data entry controls, such as completeness checks; automatic lookup of reference data like customer address; and reasonableness tests comparing quantity ordered to past history.

· Threat No. 2—Sales to customers with poor credit

· Causes uncollectible sales and loss of revenues and assets.

· Control:  Follow proper authorization procedures for credit sales.

· Threat No. 3—Orders that are not legitimate

· Can cause poor credit decisions.

· Controls include:  appropriate authorization evidenced by receipt of a signed purchase order and/or digital signatures, and maximum caution in online credit card transactions with retail customers.

· Threat No. 4—Carrying too much or too little merchandise

· Causes lost sales or excess carrying costs and product markdowns.

· Controls include:  accurate inventory control and sales forecasting systems; online, real-time inventory systems; periodic physical counts of inventory; and regular review of sales forecasts to make adjustments.

THREATS IN SHIPPING

· The primary objectives of the shipping process are:

· Fill customer orders efficiently and accurately.

· Safeguard inventory.

· Threat No. 5—Shipping errors

· May cause customer dissatisfaction, lost sales, and loss of assets.

· Controls include:  online shipping systems that check quantities shipped; bar code scanners and RFID tags to record picking and shipping; application controls such as field checks and completeness tests can reduce errors; and postponing printing of packing slip and bill of lading until accuracy of the shipment has been verified.

· Threat No. 6—Theft of inventory

· Causes loss of assets and inaccurate inventory records.

· Controls include: secure inventory and restrict access; document inventory transfers; release inventory for shipping only with approved sales orders; employees who handle inventory should sign the documents or enter their codes online to ensure accountability; wireless communication and RFID tags to provide real-time tracking; and periodic physical counts of inventory.

THREATS IN BILLING

· The primary objectives of the billing process are to ensure:

· Customers are billed for all sales

· Invoices are accurate

· Customer accounts are accurately maintained

· Threat No. 7—Failure to bill customers

· Causes loss of assets and revenues and inaccurate sales, inventory and accounts receivable data

· Controls include:  segregate shipping and billing functions; sequentially pre-number sales orders, picking tickets, packing slips, and sales invoices; and in invoice-less systems, ensure every shipment is recorded, since the shipment triggers recording of the account receivable.

· Threat No. 8—Billing errors

· May cause loss of assets or customer dissatisfaction

· Controls include:  use computer to retrieve prices; check quantities on packing slip against quantities on sales order; and use bar code scanners to reduce data entry errors.

· Threat No. 9—Errors in maintaining customer accounts

· Causes customer dissatisfaction and loss of sales and may indicate theft of cash.

· Controls include:  conduct edit checks; reconcile batch totals to detect posting errors; compare number of accounts updated with number of checks received; reconciliations performed by an independent party; and monthly customer statements.

THREATS IN CASH COLLECTION

· The primary objective of the cash collection process:

· Safeguard customer remittances.

· Threat No. 10—Theft of cash

· Causes loss of cash.

· Controls include:  segregation of duties; minimizing money handling; prompt documentation and restrictive endorsements of remittances; two people opening mail together; remittance data sent to accounts receivable while cash and checks are sent to cashier; checking that total credits to accounts receivable equal total debits to cash; sending copy of remittance list to internal auditing to be compared with validated deposit slips and bank statements; monthly statements to customers; cash registers that automatically produce a written record of all cash received; inducements to customers to scrutinize receipts; daily deposit of all remittances in the bank; and bank reconciliations done by an independent party.

GENERAL CONTROL ISSUES

· Two general objectives pertain to activities in every cycle:

· Accurate data should be available when needed.

· Activities should be performed efficiently and effectively.

· Threat No. 11—Loss, alteration, or unauthorized disclosure of data

· Could threaten a company’s continued existence and could cause errors in reporting and/or in responding to customers.  Could cause customer dissatisfaction, loss of sales, and legal sanctions or fines. 

· Controls include:  file backups; file labels; strong access controls; modification of default settings on ERP systems; encryption; and secure transmissions.

· Threat No. 12—Poor performance

· Can damage customer relations and reduce profitability.

· Controls:  Prepare and review performance reports.

REVENUE CYCLE INFORMATION NEEDS

· Information is needed for the following operational tasks in the revenue cycle: responding to customer inquiries; deciding on extending credit to a customer; determining inventory availability; and selecting merchandise delivery methods.

· Information is needed for the following strategic decisions: setting prices for products/services; establishing policies on returns and warranties; deciding on credit terms; determining short-term borrowing needs; and planning new marketing campaigns.

· The AIS needs to provide information to evaluate performance of the following: response time to customer inquiries; time to fill and deliver orders; percentage of sales orders back ordered; customer satisfaction rates and trends; market share and sales trends; profitability by product, customer, and region; sales volume in dollars and market share; effectiveness of advertising and promotions; sales staff performance; and bad debt expense and credit policies.

· Both financial and non-financial information are needed to manage and evaluate revenue cycle activities.  Likewise, both external and internal information is needed.  Accountants should continually refine and improve an organization’s performance reports.

SUMMARY OF MATERIAL COVERED

· Basic business activities and data processing operations carried out in the revenue cycle, including sales order entry, shipping, billing, and cash collection.

· How IT can improve the efficiency and effectiveness of those processes.

· Decisions that need to be made in the revenue cycle and what information is required to make these decisions.

· The major threats that present themselves in the revenue cycle and the controls that can be instigated to mitigate those threats.

TEACHING TIPS

· The extent to which a student has prior work experience affects the speed at which he/she assimilates this material.

· It can be helpful to advise students up front that as they progress through the chapter, they should be looking for answers to the following questions?

· What activities are performed in each cycle?

· Who does these activities?

· What documents are utilized?

· What can go wrong in each process?

· What types of controls could be instituted to prevent these problems?

· As you progress through a discussion of these activities in class, it can be helpful to draw them into an organization chart.  At the end of the chapter, ask students where they see evidence of segregation of duties in the organization chart.

· While many threats are listed in this and subsequent chapters, the lists are not all-encompassing.  It is helpful to take students back to the control objectives and ask them to link each threat to a violation of one or more of the control objectives.

· Likewise, students can be presented with a revenue cycle in another setting, e.g., donor money being received by the accounting department in their college, and asked questions with respect to the control objectives, e.g.:

· CONTROL OBJECTIVE 3:  All valid and authorized transactions are recorded.

· Questions:

· Is it possible to fail to record an authorized and valid donation?

· If so, how would that happen?

· What could you do to keep it from happening?

· These types of questions help students begin to think in terms of “what could go wrong and how could I stop it?” instead of relying solely on lists.
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